EMAIL AND VIRUSES
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In today’s email environment, there are always new warnings about viruses attacking through email.  The standard text email message CANNOT contain a virus.  A virus is part of an ATTACHMENT to an email.  A virus needs to be attached to or a part of a running program.  This is why many viruses will have the file extension .exe meaning the file is executable or capable of being run.

The program cannot run if you do not open it!  Therefore, to protect your computer, ALWAYS scan it first for viruses using any standard anti-virus program.  There are several anti-virus programs in use.  Norton Anti-Virus and McAfee Virus Scan are two of the most popular.  However, after you have installed the programs on your computer, you must keep the anti-virus definitions up-to-date.  Most anti-virus programs should be updated at least every two weeks, if not weekly.

If you DO get an email with a virus attached, your anti-virus program will display a warning.  You will have the option to delete the file, quarantine the file, ignore the warning or repair the file.  I usually just delete the file.  

If you do NOT have a current anti-virus program, the file can take over files on your computer, erase information, and generally cause havoc.  In order to rid your computer of the virus, you must update your definition files, run a virus scan and sometimes, hire someone to come in (translate PAY BIG MONEY) to have the virus removed from your computer.

From time to time, you may get information about viruses that are hoaxes.  If you receive a message saying there is a new virus out that McAfee and Symantec (Norton Anti-Virus) cannot detect, check it out BEFORE you remove any files from your system.  The information shown below indicates this type of virus hoax.

Memphis.98.MMS virus
This hoax alert claims "McAfee Associates and Symantec officials" announced the existence of a virus which they "CANNOT detect" on Windows 98 systems. The alert uses technobabble to explain why antivirus software cannot possibly detect it. See link for more details.
http://www.stiller.com/memphis.htm
There are several virus hoax web sites available, in additional to the hoax information on the web sites of both McAfee and Norton.  To find other hoax information, go into any search engine and type in “virus hoaxes” to learn more.
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